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Definitions

Bodily Injury means physicalinjury, sickness, disease or death of any person; and where resulting from the before mentioned,
mental anguish, mental injuryorillness, emotional distress or shock.

Breach Forensic Costs — Means the reasonableand necessary costs incurred by the Insured to retaina qualified forensics
firm, approved by the Insurer, to investigate, examine and analysethe Insured Networkto determine the causeand source of
the unauthorized misappropriation, mishandling, loss or disclosure of Personal Information or the unauthorized release of
Commercial Information and the extent to which such Personal Information and Commercial Information was accessed.

Breach Legal Costs means reasonableand necessary fees, costs and expenses incurred to obtain legal adviceor
representation to protect the Insured’s interests in connection with a Privacy Breach or Network Security Breach.

Breach Legal Costs shall includethe costs associated with the investigation, adjustment and defence of Regulatory

proceeding;
Business Activity means the Insured’s business or profession as shown in the Schedule.

Business Interruption Loss means:
1. The Insured’s Reduction of Net Income;
2. Increased costs of working (ICOW)— The reasonableand necessary costs and expenses incurred by the
Insured for the sole purpose of minimizing the reductioninthe Net Income from the Insured’s Business Activity during
the Indemnity Period but not exceeding the reduction of the Net Income saved.

Business Interruption Loss will not include contingent Business Interruption.

Indemnity Period means: the period,in months, beginning atthe date the interruption of the Business Activity commences
and lastingfor the period duringwhich the NetIncome is affected as a resultof such interruption, but for no longer than the
number of months showninthe Schedule.

Call Center Costs means reasonableand necessary costs to providea call center to respond to inquiries related to an eventual
Privacy Breach.

Claim means:
1. a written demand againstthe Insured for monetary damages or non-monetary or injunctiverelief,includinga written
demand that the Insured toll or waive a statutory limitation period;
2. acivil proceedingagainstthe Insured for monetary damages or non-monetary or injunctiverelief, commenced by the
serviceupon the insured of a complaintor similarpleading,includingany appeal thereof;
3.an arbitration or other alternative dispute resolution proceeding againstthe Insured for monetary damages or non-
monetary or injunctiverelief, commenced by the Insured’s receipt of a request or demand for such proceeding, including
any appeal thereof;
4. for the avoidance of doubt, Claim includes Loss reimbursement for coverage afforded under a Regulatory proceeding.

Commercial Information means the Insured’s or any third party’s business secrets, professional information, or other
information not availableto the general public, and for which the Insured is legally responsible; excluding Personal
Information.

Crisis Management Costs - means reasonableand necessary costs for public relations and crisis management costs directly
related to mitigatingharm to the Insured, approvedin advanceby the Insurer with his discretion.
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Credit Monitoring Costs means reasonablefees, costs and expenses incurred with the prior written consent of the Insurer for
creditmonitoring, identity services or other credit protection services to each affected individual whose Personal Information
was potentiallyimpacted by a Privacy Breach. Such services must be redeemed by the individuals within 12 months of the
individuals firstbeing offered such services.

Cyber Terrorism means the use of information technology to execute a premeditated actual or threatened attackagainstthe
Insured Network or Digital Assets by any person or group, whether actingalone, or on behalf of, or in connection with, any

individual organization with the intentionto causeharm or destruction for a political, religious, financial or ideological cause.
Cyber Terrorism does not include military action or activities in support of any War or government /state sponsored attacks.

Cyber Threat of Extortion means a crediblethreat or connected series of threats made by a third party and directed at the
Insured to disclose Personal Information and/or Commercial Information, to restrict, hinder or harm access to, and use of,
the Insured Network or Digital Assets for the purpose of demanding money, securities or other tangibleorintangible
property of valuefrom the Insured. The Cyber Threat of Extortion is deemed made when the Insured’s Executive first
discovered the crediblethreat.

Deductible means the amount the Insured must bear as the firstpartof each agreed Claim or Loss before the Insurer is
obliged to make any payment.

Defence Costs means:
1. allreasonableand necessarylegal costs, expenses, court charges and fees, expenses for experts incurred by or on
behalf of the Insured, subjectto the Insurer’s prior written consent, inthe investigation, defence, settlement or appeal of
any covered Claim. Defence Costs do notincludesalaries, wages, overhead, benefit expenses or internal charges
associated with the Insured.
2. Allaccruedinterests after the date of a legal proceedingenters into force againstthe Insured and to the date when
the Insurer pays or provides to the relevant court the amount that was awarded or the partfrom the amount necessary
to cover the liability of the Insurer to the Insured accordingto the liability coverage limit.

Digital Assets means Software and any electronic data that is stored on/ or within the Insured Network.

Distributed Denial of Service Attack (DDoS) means cyber attack technique in which a publicresourceis targeted with
multiplerequests in order to interruptits normal functioning.

Digital Asset Restore Costs means the reasonableand necessary costs incurred by or on behalf of the Insured, with the
Insurer prior written consent, following a Network Security Breach, to research, replace, restore or re-collect Digital Assets
from written records or from partial or fully matching electronic data records dueto their corruption, deletion or destructi on
by the Network Security Breach;

Restoration of Digital Asset should be to the same standard and with the same contents before it was damages, destroyed,
altered, corrupted, copied or misused.

Ifthe Insured determines that Digital Assets cannot be replaced, restored or recollected, Digital Assets Restore Costs shall be
limited to the reasonableand necessary costs incurred by the Insured to reach that determination.

Electronic publishing means the reproduction, publication, dissemination, transmission or release of information, including
electronic data,image files, audiofiles, or text (including user generated content published)onthe insured’s internet website,
provided that suchinformation has been developed by or for the Insured or acquired by the Insured for its use.

Electronic publishing wrongful act / Copyright Regulation breach means any actual or alleged:
1. libel,slander,tradelibel or disparagement resultingfromthe Electronic publishing of material thatdefames a person
or organisation or disparages a person’s or organisation’s goods, products or services;
2. plagiarism,falselightor falseadvertising resulting from Electronic publishing activities;
3. violationofthe right of privacyor seclusion or rightof publicity of any person other than an Insured person resulting
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from the Electronic publishing of material thatpublicly discloses privatefacts relatingto such person or commercially
appropriates such person’s nameor likeness;

4. infringement of a copyright, title, slogan, trademark, trade name, trade dress, mark, servicemark or servicename
including, withoutlimitation, infringement of domain name, deep-linking or framing, resulting from Electronic publishing
activities;

5. unauthorised useof titles, formats, performances, style, characters, plots or other protected material resulting from
electronic publishingactivities

Employee means anindividual who provides services for, on behalf of, or at the direction of the Insured under a contractof
employment and whom the Insured has the directright to control, excludingany Insured’s Executive.

Extortion Expenses means the reasonableand necessary costs, fees and expenses incurred by the Insured, with the Insurer’s
prior written consent, which are directly attributabletoa Cyber Threat of Extortion in negotiating, mediating andcrisis-
management to terminate or end the Cyber Threat of Extortion including, butnot limited to, the costs to investigatethe
causeof the Cyber Threat of Extortion.

Extortion Payments are amounts that are paid with the prior written consent of the Insurer to a third party that

the Insured has reasonto believe is responsiblefor a Cyber Threat of Extortion for the purpose of terminating the Cyber
Threat of Extortion. Such Extortion Payments will only be paid by the Insurer ifthey do not exceed the amount of reduced
financial position calculated under Cyber Business Interruption cover which the Insurer reasonably believes would have been
incurred had such Extortion Payments not been made.

GDPR means the General Data Protection Regulation (Regulation (EU) 2016/679) and any amendment

thereto. GDPR will alsoincludeany state, provincial, territorial, local, or federal regulations enacted in furtherance of or
pursuantto implementation of the General Data Protection Regulation (Regulation (EU) 2016/679) and any amendment
thereto.

GDPR proceeding means a formal investigation of or an administrativeadjudicative proceedingagainstan Insured by
concerningthe GDPR by anadministrativeor regulatory agency, includingan appeal thereof, commenced by the Insured’s
receipt of a subpoena, investigativedemand, complaintor similar document.

Insured means the Policyholder andits Subsidiaries andincludes:
1. for a corporation, all past, present, and future directors, officers and Employees of such corporation;
2.for asoleproprietorship, all past, present and future owners, officers and Employees of such sole proprietorship;
3. for a partnership, all past, present, and future partners and Employees of such partnership;
4. for alimited liability company, all past, present, and future members, managers, officers and Employees of such limited
liability company; and references to “the Insured” includeany of the above persons.

Insured’s Executive means anyone or more: Board Member, Director, Chief Executive Officer, Chief Financial Officer, Chief
Information Officer, Chief Information Security Officer, Legal Counsel, or any other person withinthe Insured who has
equivalentrole functionality.

Insured Network means the set of endpoints, internal network, software systems and cloud instances operated and
controlled by the Insured or from his behalf by Service Provider as described in the Submission, includingthe following:
1. Endpoints: computing devices that communicate backand forth with a network to which they are connected, such as
desktop workstations, laptops, servers, Internet-of-things (loT) devices, smartphones and tablets;
2. Internal Networkis the communicationinfrastructureboth physicaland wireless that provides the communication
environment for Insured's endpoints, software systems and cloud instances;
3. Cloud instances arevirtual computing machines deployed on private or public cloud infrastructure whichis owned by
the Insured or is provided by a cloud Service Provider andis communicatingwith the Insured network other
components via Internet.
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Insurer means Lev Ins AD Insurance Company; Company code 121130788;address: 67 A, Simeonovsko Shose Blvd, Sofia
1700, Bulgaria

Limit of Liability means the total amount payable by the Insurer under the Policy. Sub-Limits of Liability and Defence Costs
are partof that amount and arenot payableinadditionto the Limit of Liability.

Loss means:
1. Monetary damages;
2. Pre-judgment interest and post-judgment interest;
3.Judgments and settlements;
4. Fines and penalties assessed pursuantto any Data Privacy Regulation or the PCI DSS;
5. Payments made under Section 1 — What is covered, First Party Coverage, Cyber Extortion
6. Other amounts that anInsured becomes legally obligated to pay as a resultof a Claim;
7. Defence Costs and or any other amounts covered under any Section 1- Whatis covered or under Section 2 — Optional
Extensions of this Policy.
“Loss” does not include:
1. Fines, penalties,taxes, except for those fines and penalties describedin (4) above;
2. Future profits, future royalties, costs of licensing, or other costs of obtainingfuture use, restitution, or disgorgement
by the Insured;
3. The costs to comply with orders grantinginjunctiverelief or non-monetary relief, including specific performance, or
anyagreement to provide suchrelief;
4. Return or offset of fees, charges, royalties, or commissions for goods or services already provided or contracted to be
provided;
5. Remedies due pursuantto a contractual provision;or sums due pursuantto a contractual provision for liquidated
damages, agreed penalties, or similarremedy;
6. Any amount which the Insuredis notlegally obligated to pay; or
7. Matters which areuninsurableunder applicablelaw.

NetIncome means the total of income less expenses (before tax), excludingthe components of other comprehensive income.

Network Security Breach means unauthorized intervention towards the Insured Network that compromises its integrityin
one of the following ways:
a. Corrupts, disrupts or causes malfunction of Insured's Digital Assets;
b. Damages, limits or disruptsaccessto Insured Network;
c. Interrupts the ability of the Insured to conduct a Business Activity that utilizes oris processed by or using a Digital
asset;
d. Causes denial of serviceas aresultof malicious attack designed tointerrupt function and access to a Digital asset or
service, except inthe case of Distributed Denial of Service attack which targets public cloudinfrastructure.
e. causes a Privacy Breach;
And is caused by one of the followingtactics and methods or a combination of them:

a) Initialaccess by means of unauthorized attempt to gaininitial foothold within the Insured Network, including butnot
limited to targeted exploits of publicfacingapplications, compromising external remote services (e.g. VPN, RDP, Citrix), or
delivers malicious code by applyingthe methods of social engineeringlike Spear Phishing;

b) Execution of a malicioussoftwarethatcorrupts the integrity and causes malfunction of Digital assets oris designed
to steal user's access credentials;

c) Discovery:unauthorized attempt to gain data and knowledge about the systems andinternal infrastructureapplying
techniques inorder to explore and discover howto gain control over particulardigital access;

d) Credential access:unauthorized attempt to uselegitimate credentials likeaccountnames and passwords by applying
techniques like brute force, keylogging, credentials dumping, credentials pharmingor physical theft;

e) Lateral movement within Insured Network or internal network by controlling remotely devices or services to achieve
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a malicious objective by utilizing techniques like Remote file copy, Remote operating system management, and Remote
services running;

f)  Privilegeescalationis an attempt of unauthorized person to gain higher-level permissions on a systemor a network;
g) Command and control whichis unauthorized communication with systems under the control of an adversary within
the Insured Networkin an attempt to mimic normal behavior and expected traffic to avoid detection.

Notification costs - means reasonableand necessary costs to notify those individuals whose Personal Information was
potentially impacted by a Privacy Breach.

PCI DSS means Payment Card Industry Data Security Standard

PCI DSS Fines and Assessment Costs means all amounts that the Insured is legally required to pay for non-compliance with or
violations of the PCI DSS resultingfrom an auditconducted after a Privacy Breach or Network Security Event that leads to a
breach of the PCIDSS, including butnot limited to:

a) fines,casemanagement fees, non-compliancefees;

b) reimbursement of fraudulent transactions, and the costs incurredincardre-issuance;

c) PCI Forensic Investigator Costs; and the

d) costfor appointment of a Qualified Security Assessor

PCI Forensic Investigator means those who are certified by PCI Security Standards council to carry out investigations related
to data infringement and data compromise inthe Payment Card Industry (PCI).

PCI Forensic Investigator Costs means reasonableand necessary costs for a PCl Forensic Investigator to investigatethe
existence and extent of anactual or reasonably suspected Privacy Breach involving payment card data.

Personal Information means anyinformation from whichan individual may be reasonablyidentified or contacted, including
anindividual’s name, telephone number, email address, tax filenumber, medical or healthcaredata or other protected health
information, driver’s license number or bank accountnumber, credit card number, debit card number, access codeor
password thatwould permit access to that individual’sfinancial accounts or any other non-public personal information as
defined in privacy regulations. Personal Information does not includeinformation lawfully availableto the general public for
anyreason, includinginformation fromforeign or local government records.

Personal Public Relations Expenses means reasonableand necessary costs, fees and expenses, when incurredinresponseto
a Privacy Breach, Network Security Breach, Internet Media Liability claims, Claim or Loss covered by this Policy as:
a. amounts which the Insured or a pastor present Insured’s Executive incurs for services performed by a publicrelations
firm, crisis management firmor lawfirm selected by the Insured or the relevant Insured’s Executive, which has been
approved inadvancein writing by the Insurer, to minimise potential harmto the reputation of the relevant Insured’s
Executive; and
b. amounts for which the Insured or a pastor present Insured’s Executive becomes legallyliablefor the reasonableand
necessary printing, advertising, mailing of materials, or travel by directors, officers, partners, Employees or the firm
rendering services as referenced above.
Personal Public Relations Expenses shall notinclude compensation, fees, benefits or overhead of the Insured, a pastor
present Insured’s Executive.

Policy means the entire agreement includingthe Wording, the Submission, the Schedule and any applicableendorsements.
Policyholder means the legal entity stated inthe policy Schedule,and who is the contracting party to this Policy.

Policy Period means the period of time shown inthe Schedule, for which the Insurer provides cover under the Policy, subject
to the payment of the Premium and agreed terms.

Premium means the amount stated as suchinthe Schedule which the Insured pays to the Insurer.
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Privacy Breach means:
1. An unauthorized modification, disclosure, loss, erasure or theft of Personal Information inthe care, custody or control
of any Insured or Service Provider; or
2. Unauthorized or accidental processing or use of Personal Information inthe possession or control of the Insured or
Service Provider;
3. A breach or contravention of any Privacy Regulation;

Privacy Regulation means anystatute or regulation thatrequires notificationtoany natural person or legal entity that has or
may have had their Personal Information lostor accessed by or disclosed to an unauthorized party. For the avoidance of
doubt, Privacy Regulation includes GDPR.

Privacy Wrongful Act / Data Privacy Breach means any actual oralleged act, error, omission, neglector breach of duty by an
Insured, someone for whom the Insuredis legally responsible, or a Service Provider, that results in a Privacy Breach or
unauthorized modification, disclosure, loss or theft of Commercial Information inthe care, custody or control of any Insured
or Service Provider thatis not available or known to the general public.

Professional Services means those acts or services requiring specialized knowledge, skill or professional judgment, which the
Insured renders to others pursuantto a written agreement and for a fee or other consideration.

Property Damage means loss of or physical damageto property, includingallresulting loss of use of that property, orloss of
use of property that has not been physicallyinjured. Property Damage does not mean physicalinjuryto,loss or destruction of
electronic data.

Qualified Security Assessor means a person who has been certified by the PCI Security Standards council to auditmerchants
for Payment Card Industry Data Security Standard (PCI DSS) compliance.

Regulatory Notification Costs means the reasonableand necessary costs thelnsured incur to notify any regulatory body for
the Privacy Breach where the Insuredis required under any Privacy Regulation.

Regulatory Proceeding means a request for information, civil investigative demand, or civil proceeding broughtby or on
behalf of any national, local or foreign governmental entity inthat entity's regulatory or official capacity. For the avoida nce of
doubt Regulatory Proceeding includes GDPR proceeding.

Retroactive Date means the date stated as the retroactivedate inthe Schedule. For any Subsidiary, the retroactivedate shall
mean the later of the retroactive date showninthe Schedule and the date the Policyholder firsttook control of such entity,
unless otherwiseagreed by the Insurer inwriting.

Schedule means the Schedule, signed and dated by the Insurer, has Insured’s name and address, insurance premium and
other amendments of these General terms and conditions, attachingto andforming part of this Policy, includingany
subsequent Schedule to replacethe original Schedule.

Service Provider means a business thatis not owned, operated, or controlled by the Insured; but a written contract exists
between the two parties for the Service Provider to provideservices to the Policyholder, including butnot limited to:

a. maintaining or controlling, hosting or facilitating computer systems, cloud instances and websites;

b. human resources, administration, marketing, or other outsourced services

Sub-limit of Liability means a limiton insurance coveragethatis lower than the Limit of liabilityand may be applied for

specific types of losses (such as Cyber Extortion, Cyber Business Interruption, PCI Security Standards related expenses etc.
andis total payment for suchinsurancecoverage.The applicableamounts of Sub-Limit of Liability are stated inthe Schedule.
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Submission means:
a. Any information and/or statements or materials;and/or
b. Any proposal formcompleted and signed by any Insured (including any attachments thereto, informationincluded
therewith or incorporated therein);
requested by or supplied to the Insurer by or on behalf of the Policyholder in connection with this policy.

Subsidiary /ies means an entity/ entities that arewritten inthe Submission for this Policy and of which the Insured owns
more than 50% of the book value of the assets or of the outstandingvoting rights as of the firstday of the Policy Period.

Territorial Scope mean the territorial scopeshowninthe Schedule and applies to:
(a) LossesandClaims oranyother matters which give riseto coverage under this Policy which take place within the
territorial scopeshowninthe Schedule; and
(b) (b) Claims broughtagainstthe Insured within the territorial scopeshownitthe Schedule

Third Party Information means anytrade secret, data, design, interpretation, forecast, formula, method, practice, creditor
debit card magnetic stripinformation, process, record, report or other item of information of a third party notinsured under
this Policy whichis notavailableto the general public.

Waiting Period means the number of consecutive hours specified in the Schedule that immediately followinganinterruption

duringwhich no cover is provided under Cyber Business Interruption.

War means any state of hostile conflict (whether declared or not) thatis carried on by force of arms violenceto resolvea
matter of dispute between two or more states or nations, including acts of war such as invasion, insurrection, revolution or
military coup.

Wording means these general terms and conditions applicabletothe insurancecontract.

General Terms & Conditions

SECTION 1 - INSURANCE COVERAGE
Subject to payment of the Premium set out in the Schedule, the Insurer agrees to provide insurancecover on the terms set
out in this Policy. The Policy consists of this policy Wording, the Smart Application Form, the Schedule, and Endorsements.
Art 1.1 Discovery & Claims Made Insurance
This is a discovery and claims madeand notified Policy. Cover is only provided for:
I. Loss sustained prior to the expiry of the Policy Period and notified as soon as reasonably practicable during the Policy
Period or any applicable Extended Policy Period;
Il. Claims firstmade againstthe Insured duringthe Policy Period and notified to the Insurer duringthe Policy Period or
anyapplicable Extended Reporting Period
within the Territorial scope.
Art. 1.2 Duty of Disclosure
1. Ahead of entering into a contractof general insurancewith the Insurer, the proposeris obliged to discloseto the
Insurer every matter thatis known, or could reasonably be expected to know, that a prudent insurer would want to take
into accountin deciding whether to insurethe riskand,ifso,on what terms. This applies toall persons to be covered under
this contractof insurance.
2. The same duty to disclosethose matters to the Insurer applies to the Policyholder before renewing, extending, varying
or reinstatinganinsurance contract.
All information provided on behalf of the Insured with regard to the request for Insurance, includingthesubmitted Smart
Application Form, questionnaireor any other document will be considered as partof the Policy and will be considered as a
reason for its issuing by the Insurer. The authenticity of this information,as farasitis known to the Insured or ifitcould be
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discovered by reasonableeffort by the Insured is a condition for the Insurance validity.

Art. 1.3 Non-disclosure or Misrepresentation

Ifthe Policyholder makes a material misrepresentation to the Insurer, or if the Policyholder does not comply with the duty of
disclosure, the Insurer may treat this Policy as null and void.

Art. 1.4 Insurance Coverage

Art. 1.4 litA First-Party Coverage:

1) Digital Assets

The Insurer will reimbursethe Insured for any Digital Asset Restore Costs incurred and notified to the Insurer duringthe
Policy Period or any applicable Extended Reporting Period.

2) Cyber Business Interruption

The Insurer will reimbursethe Insured for reasonableand justified interruption, suspension or deterioration of the Insured’s
Business Activity inanactual and measurablewayas a direct consequence of a Network Security Breach or Cyber Threat of
Extortion, thatis causingthe Insured Business Interruption Loss subject to the Indemnity Period and the Business
Interruption Deductible Period, occurring duringthe Policy Period.

3) Cyber Extortion

1) The Insurer will reimbursethe Insured for any Extortion Expenses and Extortion payments incurred and notified to the

Insurer duringthe Policy Period or any applicable Extended Reporting Period that directly results from a Cyber Threat of
Extortion.

2) Any payments under these sections shallbesubjectto relevant legal requirements andin cooperation with and under
the direction of any appropriatecriminal enforcement or other authority where required.

The maximum sublimitof liability thatthe Insurer will pay under this cover is specified in the Schedule.

4) Breach Response

1) Ifduringthe Policy Period the Insured discovers or suspects a Privacy Breach or a Network Security Breach and
subsequently notifies the Insurer duringthe Policy Period or any applicable Extended Reporting Period, then the Insurer
will reimbursefor the followingreasonableand necessary fees and costs:
1. Breach Legal Costs
2. Breach Forensic Costs
3.Notification Costs
4. Call Center Costs
5. Credit Monitoring Costs
6. CrisisManagement Costs
7. Regulatory Notification Costs
2) Breach Response costs will notincludeanyinternal salary or overhead expenses of the Insured.
3) All expenses are subjectto the Insurer's prior written agreement.

Art. 1.4 litB Third-Party Coverage:

1) Privacy Liability claims

The Insurer will pay on behalf of the Insured, the Loss from any Claim firstmade againstthe Insured duringthe Policy Period
or any applicable Extended Reporting Period, and reported to the Insurer in accordancewith the terms of this Policy, for any
Privacy Wrongful Act / Data Protection Breach.

2) Internet Media Liability claims

The Insurer will payon behalf of the Insured, the Loss from any Claim firstmade againstthe Insured duringthe Policy Period
or any applicable Extended Reporting Period, and reported to the Insurer in accordancewith the terms of this Policy, arising
from any Electronic Publishing Wrongful Act / Copyright Regulations Breach.

3) PCI Security Standards related expenses

The Insurer will reimbursethe Insured for any PCI DSS Fines and Assessment Costs resulting from an auditconducted after a
Privacy Breach or NetworkSecurity Breach that leads to non-compliance with the PCI DSS first made againstthe Insured
duringthe Policy Period and notified to the Insurer duringthe Policy Period or any applicable Extended Reporting Period.
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4) Regulatory Defense and Penalties

The Insurer will reimbursethe Insured for any Loss the Insuredincurs inrespondingto any Regulatory Proceeding whichis a
directresult of a Privacy Wrongful Act / Data Protection Breach concerninga Privacy Breach, first made againstthe Insured
duringthe Policy Period and notified to the Insurer duringthe Policy Period or any applicable Extended Reporting Period,
provided always thatsuch Privacy Wrongful Act concerningthe Privacy Breach firstoccurs before the end of the Policy
Period and is reported duringthe Extended Reporting Period.

Art. 1.5 Optional Extensions

Optional coverageis providedifadditional premiumis paid and if the coverage is written inthe Schedule.

Art. 1.5 Lit A Cyber Terrorism

1) The Insurer will pay the Insured any Cyber Terrorism causingLossfalling within the scope of the use of information
technology in order to execute attacks or threats againstthe Insured Network duringthe Policy Period and notified to the
Insurer duringthe Policy Period or any applicable Extended Reporting Period.

2) The maximum sub-limitof liability thatthe Insurer will pay under this cover is specified in the Schedule.

Art 1.5 Lit B Personal Reputation Cover

1) The Insurer shall reimbursethe Insured, Personal Public Relations Expenses incurred to avert or mitigate damage to
the reputation of any past or present Insured’s Executive as a directresultof Privacy Breach, Network Security Breach,
Internet Media Liability claims, Claim or Loss covered under this Policy.

2) The maximum sub-limitofliability thatthe Insurer will pay under this cover is specified in the Schedule.

Art. 1.5 litC Automatic Extended Reporting Period

Ifthe Insurer or the Policyholder cancels or does not renew this Policy, other than for non-payment of premium, we will
providean automatic extension of coverage for a period of 60 days immediately after the termination of the Policy Period
with respect to any Claim firstmade againstanyinsured and reported to us inwritingwithinsuch 60 day period (‘Automatic
Extended Reporting Period’), but only with respect to any wrongful act committed duringthe Policy Period and before a
“Change in Control” as defined in the relevant section General Conditions of the present wordings,ifapplicable, or the
termination of the period of insurance. No additional premiumwill be payable for such Automatic Extended Reporting Period.

SECTION 2 — GENERAL CONDITIONS
The following conditions apply to the whole of this Policy:

Art. 2.1 Risk presentation

Inagreeing to provideinsuranceandinsetting the terms and Premium, the Insurer has relied on the information the
Policyholder has given to the Insurer inthe Smart Application Form.

The Policyholder must provide a fair presentation of the riskand must take care when answeringany questions, the Insurer
asked by ensuringthat all information provided is accurateand complete. A fair presentationis one which clearly discloses in
areasonablyclearandaccessible manner all material facts which the Policyholder (includingthoseresponsibleforarranging
this insurance) know or ought to know followinga reasonablesearch.

Art. 2.2 Circumstances essential to the risk. Material changes of the risk

1. The Policyholder acknowledges and agrees that the description containedinthe Schedule andall circumstances for
which the Insurer has asked a question inthe Smart Application Form constitute circumstances essential to the riskas
defined by national regulations. By executing the Policy the Policyholder represents that all suchinformationstatedin
the Schedule and the completed Submission is true and accurate.

2. The Policyholder shall notify the Insurer in writingimmediately from becoming aware of any material changes to
circumstances essential to the risk.

3. Ifupon the execution of the Policy or at anytime duringthe Policy Period the Insured has intentionally concealed or
inaccurately disclosed any circumstancewhich if known to the Insurer would have caused the Insurer to not execute the
Policy, the Insurer may treat this Policy as null and void and refuse to make any payment under it. The Insurer will also
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have the right to terminate the Policy with immediate effect from becoming aware of the respective circumstance. The
Insurer shall beentitled to retain or receive payment of the part of the insurance premium due for the period until the
termination/cancellation of the Policy.

4. Inthe event of Loss or Claim prior to termination or amendment of the Policy, the Insurer may reduce the amount of
indemnity inthe same proportion which the paidinsurancepremiumbears to the insurance premiumdue inview of the
actual risk.

For the purpose of this clausea circumstances essential to the riskis one, which might affect the Insurer’s decision to
provideinsuranceor the conditions of thatinsurance.

Art. 2.3 Cancellation

The Policyholder may cancel this Policy at anytime by sending 14 days' notice in writingto the Insurer to the address
provided in the Schedule.

The Insurer may cancel this Policy atany time by sending 14 days' noticein writingto the Insured of the date from which
cancellationis to take effect.

Art. 2.4 Notify the Police

The Insured must immediately notify and co-operate with the Policeif criminalactivityisinvolved or suspected in respect of
anyclaimorloss.

Art. 2.5 Coverage Territory

To the extent permitted by the regulations and law (which expressionis for this purposetaken to include but not be limited
to anytrade or economic sanctions applicableto either party), and subjectto the Territorial Scope and these terms and
conditions, itcovers Privacy Wrongful Acts / Data Privacy Breach committed and Claims made anywhere inthe world.

Art. 2.6 Affiliated Entities admitted under the Policy

The inclusion of more than one Insured under this Policy shallnotoperate to increasethe total Limit of Liability payableby
the Insurer under this Policy.

Art. 2.7 Other Insurance

The insurance cover under this Policy will applyinexcess of any other validand collectibleinsuranceavailableto any Insured
unless such other insuranceis written only as specific excess insurance over this Policy.

Art. 2.8 Assignment

This Policy and any rights under it cannot be assigned without the prior written consent of the Insurer.

Art. 2.9 Confidentiality

The Policyholder will make reasonableefforts not to disclosethe existence of this Policy to any third party, except insuch
cases where the Policyholder is requiredto do so under contractwith a third party subject to a confidentiality clause; or for
the purpose of obtaining professional adviceor by law.

Art. 2.10 Assistance and Cooperation

1. The Insurer will havethe rightto make any investigation whichis necessary, and the Policyholder will cooperate
with the Insurer inall investigations, includinginvestigations regarding coverage under this Policy and the information
and materials provided to the Insurer in connection with the underwriting and issuance of this Policy.

2. The Policyholder will execute or causeto be executed all papers andrender all assistanceas is requested by the
Insurer.

3. The Insured agrees not to take any action whichinanyway increases the Insurer’s exposure under this Policy.
Expenses incurred by the Insured inassistingand cooperating with the Insurer do not constitute Claim or Loss expenses
under the Policy.

4. Penalized Non-Compliance with a Privacy Regulation will notbe considered anadmission of liability.

Art. 2.11 Mergers and Acquisitions

1. Ifduringthe Policy Period the Policyholder acquires another entity whose revenues are more than 25% of the
Insured’s total annual revenues as set out inthe most recent audited financial statements, there shall beno cover under
this Policy for anyloss related to the acquired entity unless the Insured gives the Insurer written notice at least30 days
prior to the acquisition, obtains the Insurer’s prior written consent to extend cover to such additional entities,and agrees
to payanyadditional Premium required by the Insurer for doingso. Cover for any acquired entity shallnotbe available
unless specifically setout inan endorsement to this Policy.

2. Ifduringthe Policy Period there is a change of control inany of the Insured entities then, inrespect to such entity,
this Policy shallimmediately ceaseto afford any cover for any kind of loss subsequently discovered.

%, 00 800 10 200 000

@ office@cyberlevins.com
@ www.cyberlevins.com




cyberlev fod LEVINS

3. Ifduringthe Policy Period anyentity ceases to be a Subsidiary, then coverage for such former Subsidiary under this
Policyshallonly beavailable, subjectto all other terms and conditions of this Policy, for any matters arising under the
Policy which occurred or allegedly occurred prior to the date it ceasedto be a Subsidiary.

Art. 2.12 Change of Control

If during the Policy Period any person, group or entity acquires control of more than 50% of the issued sharecapital of the
Policyholder or of the composition of the board of the Policyholder, the cover provided by this policy shall berestrictedin
order to applyonlyto Claims inrespect of Cyber Business Interruption, Privacy Breach or Network Security Breach
occurring prior to the effective date of such sale, consolidation, merger or acquisition of control, unless the Insurer has
agreed to extend coverage under the Policy and the Policyholder has agreed to the terms of any such extension of coverage.

Art. 2.13 Applicable Law and Dispute Resolution

1. The Policy is subjectto the laws of the Insured’s domicile.

2. Parties should makethe best of effort to resolveanydispute arisingfromthe Policy executioninanamicableand
mutual manner, under the principles of bona fide.

3. Any controversyor claimarising outof or relatingto this policy, or the breach thereof, shall besettled by arbitration
inthe country of the Insured’s domicile byone (1) arbitratorinaccordancewith the Commercial Arbitration Rules,and
judgment upon the awardrendered by the arbitrator may be entered inany court havingjurisdiction thereof. Each party
shall bearits own costs (includinglegal fees and expenses) in the arbitration unless thearbitrator determines otherwise.
Nothing in this paragraph shall precludeany party from seeking a preliminary injunction or other provisional relief, either
prior to, duringor after invoking the procedures in this paragraph,ifinits judgment such actionis necessarytoavoid
irreparabledamageor to preserve the status quo.

4. The parties may at anytime, without prejudiceto any other proceedings, seek to settle any disputearising outof or
in connection with the present policyinaccordancewith the local Mediation Rules.

5. Alldisputes, not resolved by mutual consent or arbitration, arisingfromthis insuranceor related to it, including
those arisingfromor concerningits interpretation, invalidity, performance or termination, shall bereferred for resolution
to the competent courtinthe country of the Insured’s domicile.

Art. 2.14 Notifications

1. Any notification fromthe Policyholder to the Insurer, related to the insurance, mustbe sent to the Insurer’s address
specifiedin the Schedule.

2. Any notification fromthe Insurer to the Policyholder shallbesent to the Insured’s address specified in the Schedule.
Upon signing of the Policy, the Policyholder shall statean email address on which to receive messages, including
modifications of the insurance conditions, regarding the amount of the insurance premium etc.

3. The Policyholder shall beobliged to immediately notify in writing the Insurer for the change of the address specified
inthe Schedule or change of the respective e-mail address and to submit their new address/e-mail addressto the
Insurer. Before receiving Insured’s notification of their new address/e-mail address by the Insurer, the respective
notifications shall besent to the address/e-mail addressindicated in the Schedule and the same shall beconsidered
served and received by the Insured by virtue of all consequences stipulated by the law or the contract.

SECTION 3 — GENERAL CLAIMS CONDITIONS

Art. 3.1 Claims Handling and Notification

1. All notifications of a Claim, Loss, Privacy Breach, Network Security Breach or Cyber Business Interruption shall be
made to the agreed incidentresponseprovider as detailed inthe Schedule, immediately after the Policyholder has
become awareof suchincident. The Policyholder shall providesuch information and documentation relating to the
incidentas the Insurer mayrequireinits solediscretion;

2. The Insured may give notice to the Insurer of circumstances which mayreasonably be expected to give riseto a Claim
specifying the reasons for anticipatingsuch a Claim. If such notice is given, any Claim directly or indirectly subsequently
made againstthe Insured alleging, arising outof or inany way connected with such circumstances shall bedeemed to
have been made at the time such notice of circumstances was given by the Insured to the Insurer;

4. No Insured shall admitnor assumeany liability, enter into any settlement agreement nor consent to any judgment in
respect of any Claim without the prior written consent of the Insurer, such consent not to be unreasonably withheld or
delayed;

5) 4.The Insured shall cooperatewith the Insurer, including any counsel thatthe Insurer may appointto investigateany
Claim andrender all suchinformationand documents as the Insurer shall requireinits solediscretion.
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Art. 3.2 Related Claims/ Losses
Any Losses or Claims under all applicablesections of this Policy, directly or indirectly arising outof or inany way connected
with the same originating causeor event, will be deemed to be a single Claim/ Loss, reported at the date of the firstsuch
Loss/ Claim. Any Claim or Loss under all applicablesections of this Policy, triggering more than one coverage under Section
1 WHAT IS COVERED or/and Section 2 OPTIONAL EXTENSIONS, will bedeemed to be a single Loss/ Claim.
Art. 3.3 Defence Costs and Legal Representation Expenses
Subject to the Insured’s compliancewith the provisionsof the Policy andto the Limit of Liability and Deductible set outin
the Schedule, the Insurer may agree to advance Defence Costs on an on-going basis and prior to the final disposition ofa
Claim. The Insured agrees to refund all such Defence Costs in casethatit turns out that the Claim was not covered.
Art. 3.4 Defense of Claims
1. The Insurer has the right but not the obligation to defend any covered Claim or Regulatory Proceeding. Defence
counsel will bemutually agreed by the Insured and the Insurer but, inthe absence of such agreement, the Insurer’s
decision will befinal.
2. Proceedings will only be defended if there is a reasonable prospectof success and takinginto accountthe commercial
considerations of the costs of defense.
Art. 3.5 Indemnity and Settlement
The Insurer will pay up to the overall Limit of Liability shown inthe Schedule for the total of all Claims, Losses for all covers
provided under Section 1- What is covered and Section 2- Optional extensions (if cover is granted), including all Defence
costs, Breach Legal Costs, Breach Forensic Costs, PCl DSS Forensic Investigator Costs, Notification Costs, Call Center Costs,
Credit Monitoring Costs, Crisis Management Costs,Regulatory Notification Costs, unless they arelimited below or
otherwise inthe Schedule.

1. Inthe event of more than one Claim or Loss under one of several covers in Section 1 - Insurance Coverage and
Section 2- Optional extensions (if cover is granted), arisingfromthe same original causeor a singlesource, the Insured
will only be liableto pay one Deductible, being the highest applicable Deductibleshown inthe Schedule.
2. Any amounts to be paid by the Insurer shall notinclude or be calculated based on any of the Insured’s overhead
expenses, liability for debt, taxes, lostcosts or profits, salaries or wages ordinarily incurred in the performance of the
Business Activity, or any future cost of doingbusiness, including butnot limited to the costof any future licenseor
royalty, or costs of improving the Insured’s security or performing audits.

Art. 3.6 Cyber Business Interruption
1. Followinga covered interruption, the Insurer will pay the difference between the Insured’s actual Netincome
during the Indemnity Period and the Netincome itis estimated the Insured would have earned duringthat period or, if
thisis the Insured firsttradingyear, the difference between the Netincome duringthe Indemnity Period and duringthe
period immediately prior to the interruption, less any savingsresulting fromthe reduced costs and expenses the Insured
would pay out of the income duringthe Indemnity Period.
2. The Insurer will also pay for reasonable Increased costs of working.
However, this Policy does not apply and specifically excludes ALOP and CBI inrespect of Business Interruption.
3. The Insured must bear the Cyber Business Interruption Deductible in respect of each covered interruption.

Art. 3.7 Regulatory Defense and Penalties Claims

The most the Insurer will payfor the total of all Regulatory Defense and Penalties Claims is the amount shown inthe

Schedule. This is included within,and not in addition to, the overall limit ofindemnity shown inthe Schedule.

Art. 3.8 PCl Security Standards related expenses
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1. The most the Insurer will pay for the total of all PClISecurity Standards related expenses is the amount shown in the
Schedule. This is included within,and not in addition to, the overall limitofindemnity shown inthe Schedule.

2. The Insurer has the right but not the duty to assumecontrol, defense and settlement of any Claim or investigation.
3. Ifthe Insured refuses to consent to any settlement recommended by the Insurer and acceptableto the claimant, the
Insured may continue the defense and investigation of that Claim. However, the further costs and expenses incurred will
be paid by the Insured and the Insurer will nothave the obligation to refund any such payments.

4. At any stage of a Claim, Loss, Privacy Breach, Network Security Breach, Cyber Business Interruption the Insurer may
choose to pay the Limit of Liability or any amount that remains followingany earlier payment(s). In this casethe Insurer
will haveno further liability for such Claim, Loss, Privacy Breach, Network Security Breach, Cyber Business Interruption.

Art. 3.9 Subrogation and Recoveries

1. Ifany payment is to be made under this Policy inrespect of a Claim, the Insurer shall becomeentitled to assumeall
rights of recovery of the Insured againstany party whether or not payment has been made and whether or not the
Insured has been fully compensated for its loss. The Insurer shall beentitled to pursue and enforce suchrights inthe
name of the Insured. The Insured shall do nothingto prejudicethese rights. The Insured must, at its own cost, assistthe
Insurer by providinginformation as the Insurer reasonably requires to exerciserights of recovery or any subrogation
including butnot limited to the provision of executed documentation and the giving of evidence.

2. Allrecoveries obtained after any payment under this Policy, less the actual costof recovery will beappliedand
distributed as follows:firstly to satisfy the Insured’s liability for amounts which would have otherwise been paid under
this Policy but for being in excess of the applicable Limit of Liability; secondly to reimbursethe Insurer for any amounts
paid by the Insurer; and thirdly to the Insured to satisfy any Deductible incurred by the Insured.

Art. 3.10 Fraudulent claims

1. |Ifthe Insured or anyone entitled to cover inrespect of any Claim or Loss under any coverage provided by this Policy,
or anyone on behalf of the Insured or such other person, tries to deceive the Insurer by deliberately givingfalse
information or making a fraudulent Claim or Loss under this Policy then:
a) the Insurer shallbeentitled to give the Insured notice of termination of the Policy with effect from the date of
any fraudulent actor Claim or the provision of such falseinformation;
b) the Insurer shallbeentitled to refuse to make any payment under the Policy inrespect of any Claim made or
any Loss occurring after the date of anyfraudulent actor Claim or the provision ofsuch falseinformation;
c) the Insured must reimburse all payments already made by the Insurer relatingto Claims made or Losses
occurring after the date of any fraudulent actor Claim or the provision of such falseinformation;
This does not affect the Insured’s rights inrelation to any Claim made or Loss occurring before the date of any
fraudulentact or Claim or the provision of such falseinformation.

SECTION 4 — EXCLUSIONS

The Insurer shallnotbe liableto make any payment or provide any benefit or servicein respect of any Loss or Claim based
on, arising outof or connected to:

1. Bodily Injury and Property Damage

directly orindirectly based upon, arising outof or attributableto any actual or alleged Bodily Injury or Property Damage,
however this exclusion shall notapplyto mental anguish, mental injuryorillness, emotional distress, painands uffering or
shock as a resultof Privacy Wrongful Act and/or Electronic Publishing Wrongful Act.

2. Pollution

directly orindirectly based upon, arising outof or attributableto anyimpact to the air, soil or water resulting from the
discharge, dispersal, seepage, releaseor escapeof anysolid, liquid, gaseous, biological, radioactive or thermal irritantor
contaminantwhether occurringnaturally or otherwise, including smoke, vapour, soot, fibres, germs, viruses, fumes, acids,
alkalis,chemicals, waste, and other toxic or hazardous substances, sound, noise, smell, vibration, waves or changes in
temperature;

3. War and Civil War

directly orindirectly occasioned by, happeningthrough or in consequence of war, invasion, acts of foreign enemies,
hostilities (whether war be declared or not), civil war, rebellion, revolution, insurrection, military or usurped power or
confiscation or nationalisation or requisition or destruction of or damage to property by or under the order of any
government or public orlocal authority. For the purpose of this exclusion clause, allincidents named above shall include
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both kinetic and cyber conduct.

4.Nuclear risks
directly orindirectly based upon, arising outof or attributableto:
a. Any sortof nuclear material, nuclear reaction, nuclear radiation or radioactive contamination;
b. any products or services whichinclude,involveor relatein any way to anythingin a.above or the storage, handlingor
disposalof anythingina.above
c. all operations carried out on any site or premises on which anythingina. or b. above is located.

Nuclear Energy Risks inaccordancewith the Nuclear Energy Risks Exclusion Clause (Reinsurance) (1994) (Worldwide
excluding U.S.A. and Canada) NMA 1975a.

5. Seizure and confiscation

directlyorindirectly based upon, arising outof or attributableto any confiscation, requisition, expropriation, appropriation,
seizureor destruction of property by or under the order of any government or public or local authority, or any order by
such authority to take down, deactivate or blockaccess to the Insured Network.

6. Pre-existing problems
for anythinglikelyto lead to a Loss or Claim, for which the Insured knew, discovered or ought reasonably to have known
about before the Insurer agreed to the provide cover under the Policy, such as but not limited to anyfact, circumstance,
situation, transaction, event:
(a)underlyingor alleged inany prior and/or pendinglitigation or administrative or regulatory proceeding of which the
Insured hadreceived notice prior to the Retroactive Date;
(b) which, prior to the Retroactive Date, was the subject of any notice given by or on behalf of the Insured under any
other policyofinsurance;or
(c) which was known to the Insured prior to the Retroactive Date and could reasonably be expected to giveriseto a
Claim.

Inrespect to retroactive cover :
- Exclusion of: Prior & Pending Litigation;
- Knowledge Date, i.e. Date of virus becoming known to the insured is not before inception of origina |l policy.

7. Dishonest and criminal acts

directly orindirectly based upon, arising out of or attributableto any dishonest, fraudulent, criminal, malicious or
intentional actor omission, or any wilful violation of any statute, rule, or law, by an Insured, ifan admission, final
adjudication or findingestablishes thatsuch act, omission or violation occurred; provided, however, that this exclusionshall
not apply to any Employee.

8. Professional liability

for any Claim made by any individual or entity to whom or which the Insured have provided professionaladviceor services.
However, this exclusion does not apply to the Claims under Privacy Liability claims and Internet Media liability claims
provided that the Claim is not directly related to the provided expert adviceor professionalservice.

9. Failure of utilities
based upon, arising outof or attributableto any mechanical or electrical failure, interruption or outage, however caused,
includingany electrical power interruption or surge, brownout, blackout, shortcircuit, over voltage, or power fluctuation or
outage to gas, water, telephone, cable, satellite, telecommunications, the internet or any component thereof including
hardwareor software or any other infrastructure, provided however:
a) inrespectof any Loss or Privacy Breach, this exclusionshallnotapplytoany failure,interruption, or outage of
telephone, cableor telecommunications under the Insured’s direct control which is the resultof an Privacy Wrongful Act
or a Network Security Breach directed againstthe Insured Network.
b) inrespect of any Digital Asset Restore Costs , this exclusionshallnotapplyto anyfailure,interruption, or outage of
telephone, cableor telecommunications under the Insured’s directcontrol.

10. Betterment costs
costs for the upgrading or betterment of the Insured Network, any other application or system of the Insured.

11. Bankruptcy
based upon, arising outof or attributableto any bankruptcy, liquidation orinsolvency of the Insured or any other person,
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including any Service Provider.

12. Non-covered jurisdictions
based upon, arisingoutof or attributableto anylegal proceedings commenced inanyjurisdiction notincludedinthe
Territorial Scope written inthe Schedule.

13. Internet Media Liability Claims by Employees

For any Claim under Section 1 What is covered, Third-Party Coverage, Internet Media liability claims made by any person
or entity that the Insured currently employ or formerly employed, including butnot limited to Employees, freelancers,and
independent contractors.

14. Intellectual property
based upon, arisingoutof or attributableto anyactual or alleged theft, infringement, dilution, violation or
misappropriation of:
a)any patent or trade secret, however, this exclusionshallnotapplyto the extent any Claim alleges aninadvertent
disclosureofa trade secret that constitutes a Privacy Breach; or
b) except with respect to the cover provided under Section 1 What we cover, Third-Party Coverage, Internet Media
Liability claims, any copyright, service mark, trade name, trade mark or other intellectual property of any third party.

15. Defamatory statements
based upon, arising outof or attributableto any statement the Insured knew, or ought reasonably to have known, was
defamatory at the time of publication.

16. Sanctions and Limitations

based upon, directly orindirectly arisingfromor attributableto the provision of anyloss, indemnity or a benefit under this
Policy hereunder to the extent that the provision of such cover, payment of such claimor provision of such benefit would
expose the Insurer to any sanction, prohibition or restriction under United Nations resolutions or the trade or economic
sanctions, laws or regulations of the European Union, United Kingdom or United States of America.

17. Theft of money
based upon, arisingoutof or attributableto anyloss, transfer or theft of money, securities, funds or goods belongingto the
Insured or others whilstinthe care, custody, or control of the Insured or a Service Provider.

18. Claims brought by a related party

Any Claim brought by any person or entity within the definition of Insured Executive or any party with a financial, executive
or managerial interestinthe Insured,includingany parent companyor any partyin which the Insured have afinancial,
executive or managerial interest.

19. Non-specific privacy investigations

directly orindirectly based upon, arising outof or attributableto any Regulatory proceeding oran investigationarising
from any routine regulatory supervision, enquiry or compliancereview, any internal investigation or anyinvestigationinto
the activities of the Insured’s industry whichis notsolelyrelatedto analleged Privacy Wrongful Act or Data Privacy
Breach.

20. Contractual liability

directly orindirectly based upon, arising outof or attributableto any contractual liability, obligation, or breach of contract,
includingany liability of others assumed by the Insured, except to the extent that such liability would have attached to the
Insuredinthe absence of such contractor agreement.

21. Fines and Penalties
directly orindirectly based upon, arising outof or attributableto criminal, civil or regulatory sanctions, fines, penalties,
disgorgement of profits, punitive damages, exemplary damages, treble damages or multiple damages which the Insured is
legally obliged to pay, including butnot limited to those imposed by any national or local governmental body or any
licensing organisation.
However, this does not applyto Section 1 - What is covered, Third-Party Coverage:

a) PCI Security Standards related expenses

b) Regulatory Defence and Penalties Claims ifinsurablein thejurisdiction wheresuch award was firstordered.

22, Electronic dissemination

directly orindirectly based upon, arising outof or attributableto any unsolicited electronic dissemination of faxes, email s,
or other communications to multipleactual or prospective customers by the insured or any other third party,including
actual or alleged violations of any anti-spam statute, law, ordinance or regulation that prohibits or limits thesending,
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transmitting, communication or distribution of material orinformationinanyjurisdiction. However this exclusion shall not
applyto any loss from any claim made againstanyinsured, resultingfroma Network security Breach.

23.Unauthorized file sharing

based upon, arising outof or attributableto the uploading or downloading of digitized music, movies, software or video
games by persons who allegedly or actuallyfailed to obtain valid licenses with respect to such music, movies, software or
video games, inrespect to Section 1 — WHAT IS COVERED, Internet Media Liability claims only.

24. Government /state sponsored attacks in respect to Cyber terrorism coverage.

25. Losses caused by Operating Errors/Faulty Operations and / or System Failures

26. In addition the following types of business are excluded from this Contract:

Internal security,
national security,

Banks, Credit unions, Credit card companies, Insurance Companies, Investment Funds,

- Website hosting and collocation services (including ISP’s / e-mail service providers / social media entities / data
processing services),

- Airlines,

- Telecommunication,

- Energy Suppliers.
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